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How to use AI 
responsibly 
in your
business
Have you ever stopped to think about
how much your business relies on AI
already? 

Maybe it’s without you even noticing?

AI is quietly becoming part of everyday
work life. From the smart tools that help
with emails or customer support, to apps
that analyse trends or boost
productivity.

But with great power comes great
responsibility.

Using AI isn’t just about getting tasks
done faster. It’s about making smart,
ethical choices that protect your people,
your customers, and your reputation.
That means being clear on how AI is
being used in your business. And making
sure it’s being used the right way.

Responsible AI starts with
understanding. Not everyone on your
team needs to be a tech expert, but they

DID YOU
KNOW...

Your monthly newsletter,
written for humans not geeks

you can change your
mouse scrolling

settings?

Want to tweak how your
mouse scrolls in Windows 11? 

It’s simple. 

Head over to 
Settings > Bluetooth &

devices > Mouse. 

Here, you can adjust how
many lines the wheel scrolls or
opt to scroll a full screen at a

time. You can also enable
scrolling in inactive windows

by hovering over them.
Perfect for multitasking. 

And if the scroll direction feels
off, there’s an option to

reverse it to your preference.
Smoother navigation in no

time.

should know the basics. Like how to protect
data, share sensitive information, and spot
when something doesn’t seem right. Good
training is key, especially as AI becomes
more involved in decision making.

It also means thinking about fairness and
accountability. If an AI tool is helping to
make decisions – perhaps sorting CVs or
recommending products – you need to be
confident it’s not introducing bias or
making errors. Someone in your business
should always be responsible for double
checking its work. AI can assist, but it
shouldn’t replace human judgement.

Creating simple, clear guidelines for your
team is a great place to start. 

Be open about how you’re using AI and
why. Make sure people know what’s okay
and what’s not, especially when it comes to
data. And regularly review how your AI tools
are performing, so you can catch any
problems early.

Done well, AI can give your business a real
edge. But only if it’s used thoughtfully,
transparently, and with care. 

If you want to explore how AI can
help your business (and how to
manage it responsibly), we’d love
to help. Get in touch.
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Techn   logy update

          In 2014, hackers used a fridge to send spam emails. Yes, a fridge. It was    
          part of a botnet made up of smart devices like TVs and thermostats that
were online but poorly protected. Even toothbrushes aren’t safe these days. It
just shows that as more gadgets get “smart,” they also need to get secure.
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          The computers that sent 
          astronauts to the moon had
just 64KB of memory. That’s less
than a basic calculator today. Now,
every time you Google something,
it uses more computing power
than NASA had for the entire
Apollo mission. We’ve gone from
rocket science to rocket-speed
search results in just one click.

            Scientists have found a wild 
            new way to store data: DNA.
Yep, the same stuff that makes you.
You could one day hold all the
world’s digital info. Just one gram of
DNA can store 215 million gigabytes.
In theory, we could fit the entire
internet in a shoebox… made of
science.
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No more Blue Screen of Death?

Heard of the Blue Screen of Death? 
 
Of course you have. It’s the screen you see when your PC crashes.

Well, it’s getting a makeover. It used to be blue (hence the name), then green for testers.
But now it might be black for everyone. 

Microsoft’s changing the colour 
to match the sleeker look of  
Windows 11. But some people say 
it’s confusing because it looks like 
normal update screens.

Either way, if your screen suddenly 
goes black with an error message, 
don’t panic, it’s still doing the same 
thing… just with a new coat of paint.
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NEW TO

Keep your
Windows 11 

Start menu tidy

Windows 11 just made it
easier to tidy up your

Start menu.

Now, when you right click
a pinned app, you can

move it left or right
without dragging it

around. It’s handy if
you’re fussy about your

layout. You can also
create folders or move

apps between them right
from the menu.

It’s a small update, but it
makes organising your

apps quicker and less
fiddly. If you like your
Start menu neat, this

update’s for you.

1.Which popular video-sharing platform was originally created

as a dating site?

2.Which company created the Android operating system?

3.What is the name of a type of malware that locks your files

and demands money to unlock them?

4.What was the most used emoji in 2024?

5.What does “incognito mode” do in a browser?

           The answers are below.

A new month means a new

fun tech quiz… 

MICROSOFT

“Technology
should improve
your life… not
become your life.”
Billy Cox, ex-director at Intel.

INSPIRATIONAL 
QUOTE OF THE MONTH

1.YouTube
2.Google (after acquiring it in 2005)

3.Ransomware

4.    or Loudly Crying Face

5.Stops your browsing history from being saved on your device



Q: Do we need cyber
insurance?

A: It’s a good safety 
net, especially if you 

handle sensitive data. 
But please remember 

that it’s not a 
replacement for good 

security practices.

Q: Is storing files 
in the cloud safe?

A: Yes, if it’s a trusted
 provider and you use

 strong security settings
 like multi-factor

authentication. If you
 want advice on the best
 cloud solution for your
business, get in touch.

Q: How often should 
we review our IT

security?

A: Regular reviews are
essential – that’s at 

least once a year. But 
do it sooner if your 

business changes or if 
new threats appear.

My team and I can help your business with that. Get in touch. 

NOT ON THE EMAIL LIST ALREADY! GET A COPY
OF TECHNOLOGY INSIDER EVERY MONTH... 
To be added to the mailing list click here

Imagine logging into your system one
morning and finding everything locked
down. 

A message demands thousands to get 
your data back. 

The pressure is intense. 

The temptation to just pay up and move
on is real.

But here’s the hard truth: Paying the
ransom doesn’t guarantee anything. And
it often makes things worse.

Ransomware attacks are on the rise, 
and they’re only getting smarter. These
days, it’s not just about locking up your
files. Attackers also steal your data 
and threaten to leak it unless you 
pay. They’ll even go after your 
backups, so you can’t just  
restore and carry on.

Many business owners 
think paying the ransom 
is the quickest way to get 
back to normal. But it’s 
rarely that simple. 

Studies show that 
the true cost of 
recovering from 
a ransomware 
attack is ten 
times higher 
than the 
ransom itself.

Think paying the ransom will
fix everything? Think again

Why Your Meeting Room Needs This?

If your team relies on video meetings to connect with clients, partners
or remote staff, investing in a reliable conferencing setup is essential.

The Logitech GROUP ConferenceCam is a smart, cost-effective way
to upgrade your meeting rooms with professional-grade audio and video
so every conversation is clear, productive and seamless. With a wide-
angle lens, powerful zoom and crystal-clear speakerphone, it ensures
everyone is heard and seen, even in larger rooms. It works effortlessly
with your existing platforms, making it an ideal choice for businesses
looking to simplify collaboration and boost professionalism in every call.

Available now for $1,949.00 at Perigon One Store. 

Logitech Group ConferenceCam

That’s because even after you pay, there’s
no guarantee you’ll get all your data back.
Or that it hasn’t been tampered with. You

could still face weeks of downtime, lose
customer trust, or get hit with regulatory

fines if sensitive information is leaked.

And then there’s the bigger picture. Every
ransom paid helps fund the next attack.
It’s a vicious cycle. The more profitable

ransomware becomes, the more
motivated cyber criminals are to keep

going… and keep improving their
techniques.

So, is there a better approach?
 

Yes.

Focus on recovery, not ransom. That
means investing in strong, secure
backups that can’t be touched by

ransomware. It means regularly
testing your recovery plans.

 Training your team to respond
 quickly. And making sure your

 systems can be restored safely
 if disaster strikes.

You can’t always stop 
ransomware from getting in.

 But you can make sure
 it doesn’t stop your

 business. 

CALL +61 8 6146 3582
EMAIL reachout@perigonone.com.au
WEBSITE www.perigonone.com.au
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